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8:00 AM - 9:30 AM  Breakfast

9:30 AM - 10:30 AM  Workshop Session #1

10:30 AM - 11:00 AM  Break

11:00 AM - 12:00 PM  Workshop Session #2

12:00PM - 1:00 PM  Lunch (Claremont Ballroom)

1:00 PM - 1:45 PM  Keynote: The Honorable Judge Stephen W. Smith 
    (Claremont Ballroom)

1:45 PM - 2:45 PM  Workshop Session #3

2:45 PM - 3:15 PM  Break

3:15 PM - 4:15 PM  Workshop Session #4

6:00 PM - 7:00 PM  Future of Privacy Forum Reception (Claremont Ballroom)
7:00 PM - 8:30 PM  Future of Privacy Forum Banquet (Claremont Ballroom)
8:30 PM - 10:30 PM  Karaoke - Sponsored by Gerry Stegmaier, Wilson Sonsini Goodrich &
    Rosati and Paul Luehr, Stoz Friedberg* Encore Session: This paper will be discussed in another workshop

Author & Title Comment Room
*Helen Nissenbaum, Respect for Context as a Benchmark for Privacy 
Online: What it is and isn’t

James Rule Horizon

Daniel J. Solove and Woodrow Hartzog, The FTC and the New Common Law 
of Privacy

Gerald 
Stegmaier

Sonoma

Deven Desai, Data Hoarding: Privacy in the Age of Artificial Intelligence Kirsten Martin Lanai 3

A. Michael Froomkin, Privacy Impact Notices Stuart Shapiro Monterey

Christopher Slobogin, Making the Most of United States v. Jones in a 
Surveillance Society: A Statutory Implementation of Mosaic Theory

Susan Freiwald Napa 3

Margot E. Kaminski and Shane Witnov, The VPPA is Dead, Long Live the 
VPPA: On Legislative Proposals for Protecting Reader and Viewer Privacy

Christopher Wolf Mendocino 

Yang Wang, Pedro Giovanni Leon, Kevin Scott, Xiaoxuan Chen, Alessandro 
Acquisti, and Lorrie Faith Cranor, Privacy Soft-paternalism: Facebook Users’ 
Reactions to Privacy Nudges

Andrew 
Clearwater 

Napa 1

Eloïse Gratton, Interpreting “personal information” in light of its underlying 
risk of harm

Mark MacCarthy Chardonnay

Author & Title Comment Room
*Paul Ohm, What is Sensitive Information? Dorothy Glancy Horizon

Jules Polonetsky and Omer Tene, A Theory of Creepy: Technology, Privacy 
and Shifting Social Norms

Felix Wu Sonoma

• Tara Whalen, More Words About Design and Privacy: A Critique of the 
Privacy by Design Framework
• Jaap-Henk Hoepman, Privacy Design Strategies (joint workshop)

Anne Klinefelter 
&  

Elizabeth 
Johnson

Lanai 3

Randal C. Picker, Unjustified By Design: Unfairness and the FTC’s 
Regulation of Privacy and Data Security

Jan Whittington Monterey

Elizabeth Joh, Privacy Protests: Surveillance Evasion and Fourth 
Amendment Suspicion

Tim Casey Napa 3

Peter Winn, The Protestant Origins of the Anglo-American Right to Privacy Andrew Odlyzko Napa 2 

David Thaw, Criminalizing Hacking, Not Dating: Reconstructing the CFAA 
Intent Requirement

Jody Blanke Mendocino

Heather Patterson and Helen Nissenbaum, Context-Dependent Expectations 
of Privacy in Self-Generated Mobile Health Data

Katie Shilton Napa 1

Jane Bambauer and Derek Bambauer, Vanished Eric Goldman Chardonnay

Rebecca Green, Post Election Transparency
William 

McGeveran
Cabernet

Author & Title Comment Room

*Joel Reidenberg, Privacy in Public
Franziska 

Boehm
Horizon

Kenneth Bamberger and Deirdre Mulligan, Privacy in Europe: Initial Data on 
Governance Choices and Corporate Practices

Dennis Hirsch Sonoma

Alessandro Acquisti, Laura Brandimarte, and Jeff Hancock, Are There 
Evolutionary Roots To Privacy Concerns?

Dawn Schrader Lanai 3

Amy Gajda, The First Amendment Bubble: Legal Limits on News and 
Information in an Age of Over-Exposure

Samantha 
Barbas

Monterey

• Allyson Haynes Stuart, Search Results – Buried But Not Forgotten
• Jef Ausloos, The Right to Erasure: Reconfiguring the Power Equilibrium 
over Personal Data (joint workshop)

Paul Bernal Napa 3

Steven M. Bellovin, Renée M. Hutchins, Tony Jebara, Sebastian Zimmeck, When 
Enough is Enough: Location Tracking, Mosaic Theory and Machine Learning

Orin Kerr Napa 2 

Lauren E. Willis, Why Not Privacy by Default? Michael Geist Mendocino

Marc Blitz, The Law and Political Theory of “Privacy Substitutes Ian Kerr Napa 1

Buzz Scherr, Genetic Privacy and Police Practices Paul Frisch Chardonnay

Alan Rubel and Ryan Biava, A Framework for Comparing Privacy States Judith DeCew Cabernet

Author & Title Comment Room
*Jules Polonetsky and Omer Tene, A Theory of Creepy: Technology, Privacy 
and Shifting Social Norms

Aleecia 
McDonald

Horizon

• Seda Gürses, “Privacy is don’t ask, confidentiality is don’t tell” An 
empirical study of privacy definitions, assumptions and methods in 
computer science research and Robert Sprague
• Nicole Barberis, An Ontology of Privacy Law Derived from Probabilistic 
Topic Modeling Applied to Scholarly Works Using Latent Dirichlet 
Allocation

Helen 
Nissenbaum

Sonoma

Neil M. Richards, Data Privacy and the Right to be Forgotten after Sorrell Lauren Gelman Lanai 3

Latanya Sweeney, Racial Discrimination in Online Ad Delivery Margaret Hu Monterey

Robert H. Sloan and Richard Warner, Beyond Notice and Choice: 
Streetlights, Norms, and Online Consent

Robert Gellman Napa 3

Anjali S. Dalal, Administrative Constitutionalism and the Development of 
the Surveillance State

Michael Traynor Napa 2 

Stephen Henderson and Kelly Sorensen, Search, Seizure, and Immunity: 
Second-Order Normative Authority, Kentucky v. King, and Police-Created 
Exigent Circumstances

Marcia Hofmann Mendocino

Benedikt Burger, Claudia Langer, and Veronika Krizova, Privacy law in the 
U.S. and in Europe in emerging fields of biotechnology

Paul Schwartz Napa 1

Dawn E. Schrader, Dipayan Ghosh, William Schulze, and Stephen B. Wicker, 
Civilization and Its Privacy Discontents: The Personal and Public Price of 
Privacy

Heather 
Patterson

Chardonnay



Friday, June 7, 2013

Berkeley Center For Law & Technology
George Washington University Law School

Hosted by the Berkeley Center for Law & Technology and 
the George Washington University Law School

With Generous support from

The 6th Annual Privacy Law Scholars Conference
is made possible by all BCLT sponsors.

Wifi Network: PLSC Wifi 
Password: scholars2013

Join the Berkeley Center for Law & Technology Group on 
LinkedIn for research and event updates.



8:00 AM - 9:30 AM  Breakfast (Claremont Ballroom)

9:30 AM - 10:30 AM  Workshop Session #5

10:30 AM - 11:00 AM  Break

11:00 AM - 12:00 PM  Workshop Session #6

12:00PM - 1:00 PM  Lunch (Claremont Ballroom)

1:00PM - 2:00 PM  Workshop Session #7

2:00 PM - 2:30 PM  Break

2:30 PM - 3:30 PM  Workshop Session #8

3:30 PM    Closing Remarks (Claremont Ballroom)

7:00 PM    Optional Book Release Talk

* Encore Session: This paper will be discussed in another workshop

Author & Title Comment Room
*Alessandro Acquisti, Laura Brandimarte, and Jeff Hancock, Are There 
Evolutionary Roots To Privacy Concerns?

Jennifer Urban Horizon

Paul Ohm, What is Sensitive Information? Peter Swire Sonoma

Ryan Calo, Digital Market Manipulation Randall Picker Lanai 3

Kevin Bankston and Ashkan Soltani, Tiny Constables, Learned Hands and 
the Economics of Surveillance: Making Cents Out of US v Jones

Caren Morrison Monterey

Kate Crawford and Jason Schultz, The Due Process Dilemma: Big Data and 
Predictive Privacy Harms

Bryan 
Cunningham

Napa 3

William McGeveran, Privacy, Guns, and Neutral Principles Larry Rosenthal Napa 2 

Anupam Chander and Uyen P. Le, The Free Speech Foundations of Cyberlaw Vince Polley Mendocino

Christopher Wolf, Delusions of Adequacy?  Examining the case for finding 
the US adequate for cross-border EU-US data transfers

Joel Reidenberg Napa 1

Paula Helm, What the Concept of Anonymity in Self-Help Groups Can 
Teach Us About Privacy

Joseph Hall Chardonnay

Clare Sullivan, The Proposed Consumer Privacy Bill of Rights –The 
Australian Experience of its Effectiveness

Scott Mulligan Cabernet

Author & Title Comment Room
*Daniel J. Solove and Woodrow Hartzog, The FTC and the New Common Law 
of Privacy

Chris Jay 
Hoofnagle

Horizon

Helen Nissenbaum, Respect for Context as a Benchmark for Privacy 
Online: What it is and isn’t

Michael Hintze Sonoma

Priscilla M. Regan, Privacy and the Common Good: Revisited Ken Bamberger Lanai 3

Frederik Zuiderveen Borgesius, A New Regulatory Approach for Behavioral 
Targeting

Omer Tene Monterey

David Gray & Danielle Citron, A Technology-Centered Approach to 
Quantitative Privacy

Harry Surden Napa 3

Felix Wu, The Ontology of Speech Andrew Selbst Napa 2 

Babak Siavoshy, Fourth Amendment Regulation of Information Processing
Stephen 

Henderson 
Mendocino

Lilian Edwards and Edina Harbinja, Post mortem privacy: a comparative 
perspective

Deven Desai Napa 1

Bryan Choi, The Tax Loophole to Constitutional Privacy Derek Bambauer Chardonnay

Allyson Haynes Stuart, Finding Privacy in a Sea of Electronic Discovery Amanda Conley Cabernet

Author & Title Comment Room
*Ryan Calo, Digital Market Manipulation Alan Raul Horizon

*Seda Gürses, “Privacy is don’t ask, confidentiality is don’t tell” An 
empirical study of privacy definitions, assumptions and methods in 
computer science research

Nicholas Doty Sonoma

Ariel Porat and Lior Jacob Strahilevitz, Personalizing Default Rules and 
Disclosure with Big Data

Lauren Willis Lanai 3

Steven M. Bellovin, Matt Blaze, Sandy Clark, Susan Landau, Lawful Hacking:  
Using Existing Vulnerabilities for Wiretapping on the Internet

Anne McKenna Monterey

Joel Reidenberg, Privacy in Public Will DeVries Napa 3

Derek Bambauer, Exposed Collete Vogele Napa 2 

Judith Rauhofer, Protecting their own: fundamental rights implications for a 
EU data sovereignty in the cloud

Edward 
McNicholas 

Mendocino

Larry Rosenthal, Binary Searches and the Central Idea of the Fourth 
Amendment

Marc Blitz Napa 1

Kirsten Martin, An empirical study of factors driving privacy expectations online Annie Anton Chardonnay

Roger Allan Ford, Unilateral Invasions of Privacy Avner Levin Cabernet

Author & Title Comment Room
*Latanya Sweeney, Racial Discrimination in Online Ad Delivery David Robinson Horizon

*Deven Desai, Data Hoarding: Privacy in the Age of Artificial Intelligence Lance Hoffman Sonoma

• Stephanie K. Pell and Christopher Soghoian, Your Secret Technology’s No 
Secret Anymore: Will the Changing Economics of Cell Phone Surveillance 
Cause the Government to “Go Dark?”
• Stephen B. Wicker and Stephanie Santoso, The Breakdown of a Paradigm 
– Cellular Regime Change and the Death of the Wiretap (joint session)

Susan Landau Lanai 3

Jennifer Stisa Granick, Principles for Regulation of Government 
Surveillance in the Age of Big Data

Ronald Lee Monterey

Joris V.J. van Hoboken, Axel M. Arnbak, and Nico A.N.M. van Eijk, 
Obscured by Clouds or How to Address Governmental Access to Cloud 
Data From Abroad

Carter Manny Napa 2 

Scott Peppet, Privacy Deals Tanya Forsheit Mendocino

Discussion session: 
Danielle Citron, Hate 3.0: A Cyber Civil Rights Legal Agenda and Free 
Speech Challenges (Chapters 5 and 6)

Group 
Discussion

Napa 1

Christopher Wolf & Abraham Foxman, 
Viral Hate: Containing its Spread on the Internet

Christopher Wolf 
&  

Abraham Foxman
Books, Inc.


