Briefing Paper

Emerging Patterns in Arbitration under the Uniform Domain-Name Dispute-Resolution Policy

By Patrick Kelley

Introduction

The Uniform Domain-Name Dispute-Resolution Policy ("UDRP") provides a mechanism for the resolution of disputes between domain name owners and trademark holders claiming that the domain name infringes on their trademark. Designed to provide a relatively quick, efficient, low cost alternative to initiating infringement or dilution litigation, the UDRP allows a trademark holder to challenge any domain name deemed confusingly similar or identical to their mark.¹ Before the UDRP went into affect, most trademark-based domain name disputes were resolved by agreement, court action, or arbitration.² Disputes over allegations of abusive registration can now be resolved under the UDRP when the trademark owner files a complaint with an approved dispute resolution service provider.³

Implemented by the Internet Corporation for Assigned Names and Numbers ("ICANN") on January 3, 2000, the UDRP appears to be a success based on the results it has produced in the last 19 months.⁴ To date only 7.5 percent of the 4,320 administrative proceedings initiated under the UDRP are still pending, with approximately 81 percent of all proceedings disposed of by a decision, and just under 11 percent disposed of without a decision.

³ See id.
decision (settled or dismissed). These proceedings have led to the resolution of disputes involving 7,532 domain names. Roughly 64 percent of all decided cases resulted in at least one domain name being transferred to the complainant (the owner of the trademark). The domain name holder (the respondent) prevailed in less than 16 percent of the decided cases.

In spite of its apparent success, the UDRP has been the subject of significant criticism on a variety of issues. The first goal of this Note is to examine these criticisms, focusing on the institutions and procedures of the UDRP to determine whether this criticism is warranted based on decisions the UDRP has produced. A second goal is to examine the interaction of the UDRP with established legal institutions. This will be accomplished by discussing the impact of international variations in trademark law on the operation of the UDRP as well as the stance American courts have taken on the UDRP's role in the American legal system. The final goal of this Note is to discuss the future of the UDRP: examining potential problems for the policy and whether the UDRP will be able to resolve these and other issues as they arise.

The Policy

The UDRP requires that most trademark-based domain name disputes be resolved by agreement, court proceedings, or arbitration before a registrar cancels, suspends, or transfers a domain name. This policy is followed by all registrars in the .biz, .com, .info,
.name, .net, and .org top-level domains. The UDRP provides for the initiation of expedited administrative proceedings for disputes purportedly arising from "abusive registrations" of domain names when the owner of a trademark right files a complaint with a dispute resolution services provider approved by ICANN. There are currently four ICANN-approved dispute resolution services providers: eResolution ("eRes"); The National Arbitration Foundation ("NAF"); CPR Institute for Dispute Resolution ("CPR"); and the World Intellectual Property Organization ("WIPO").

Under the UDRP domain name owners are required to submit to mandatory administrative proceedings if a third party claims that (1) the domain name is confusingly similar or identical to a trademark or service mark owned by the third party claimant; (2) the owner has no rights or legitimate interests in the domain name; and (3) the domain name was registered and is being used in bad faith. The complainant is required to prove that each of these elements is present in the administrative proceeding. Bad faith registration and use of the domain name can be demonstrated by showing that the owner (1) registered or acquired the domain name with the intent to sell, rent, or otherwise transfer the domain name to the complainant at a cost in excess of documented out-of-pocket costs attributable to the domain name; (2) registered the domain name to prevent the owner of the trademark or service mark from using the mark in a corresponding domain name; (3) registered the domain to disrupt the business of a competitor; or (4) used the domain name to intentionally attract users to their site by creating a high
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probability of confusion with the complainant's mark regarding the source, sponsorship, affiliation or endorsement of a site, product, or service.\textsuperscript{15} These circumstances in particular are considered demonstrative of registration and use in bad faith, but potential evidence is not limited to these circumstances.\textsuperscript{16}

Accused domain name owners can demonstrate their rights and legitimate interests in their domain by providing evidence of (1) use or demonstrable preparations for use of the domain or a name corresponding to the domain name in connection with a legitimate offering of goods and services before the domain owner was notified of the dispute; (2) common knowledge of the owner being known under the domain name, even absent trademark or service rights; or (3) a legitimate noncommercial or fair use of the domain name with no intent for commercial gain to misleadingly divert consumers or tarnish the complainant’s trademark or service mark.\textsuperscript{17}

The dispute resolution service provider is usually selected by the complainant, who also typically pays the service provider's fees.\textsuperscript{18} The only remedies available to the complainant are the cancellation or transfer of the domain name registration.\textsuperscript{19} Either party is free to submit the dispute to a court before or after the hearing.\textsuperscript{20} If a domain name is ordered to be transferred or canceled, the owner is given 10 days to file suit.\textsuperscript{21}

**Comments and Criticisms on the UDRP**

While parties have used the UDRP to resolve 4,320 domain name disputes to date, it has also been the subject of significant criticism on a variety of issues. Some
critics argue that the current UDRP does not do enough to protect the rights of trademark holders. 22 One example of this line of criticism is the claim that the UDRP must do more to protect country names. 23 South Africa has been one of the most vocal advocates on this front, seeking amendments from WIPO which it hopes will be added to a revised policy. 24 A similar issue was raised in City of Salinas v. Brian Baughn, a NAF proceeding in which the city of Salinas, California was unsuccessful in seeking the transfer of the domain names <cityofsalinas.com>, <cityofsalinas.net>, and <cityofsalinas.org>. The NAF panel found that the unregistered mark City of Salinas did not perform the function of a trademark, as it was merely descriptive of a geographical location and did not act as a "unique source identifier" that would qualify for trademark protection. 25

WIPO addressed the protection of "Geographical Indications, Indications of Source and other Geographical Terms" in "The Interim Report of the Second WIPO Internet Domain Name Process," suggesting possible modifications to the UDRP to increase protection for these types of domain names. 26 While this report suggests a number of avenues for protecting geographical terms and locations, increased protection for these kinds of domain names would appear to require extensive modification of the UDRP and thus appears unlikely to be forthcoming in the near future. 27

At the opposite end of the spectrum, a number of critics argue that the UDRP is biased in favor of trademark holders, who are typically the complainants in domain name...
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disputes.\textsuperscript{28} While cases such as \textit{Gordon Sumner, p/k/a Sting v Michael Urvan}, in which the domain name owner defeated a complaint by the famous musician Sting by showing that he had used "Sting" as his nickname on the internet for 8 years have received significant attention, respondents have, as a whole had limited success in UDRP proceedings.\textsuperscript{29} Currently domain name holders are victorious in less than 16 percent of all decided cases.\textsuperscript{30}

One argument made by these critics is that allowing the complainants to pick the dispute resolution service creates a competitive environment in which complainants pick the arbitration service that appears most likely to rule in their favor.\textsuperscript{31} The two service providers who most often rule in favor of complainants (WIPO and NAF) handle significantly more of these disputes than eResolution, which generally produces the least favorable outcomes for complainants.\textsuperscript{32} Fifty-two percent of all domain name disputes are resolved by WIPO while NAF handles 34 percent, with eResolution handling only seven percent of the case load and relative newcomer CPR only one percent.\textsuperscript{33} While there are some price differences between service providers, the cost of a complaint for a single panelist case over a single domain ranges from US$950 (NAF) to US$1500 (WIPO), thus it seems unlikely that cost is a major influence as the most expensive provider hears the
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majority of the cases. Complainants are successful in 82.2 percent of WIPO proceedings and in 82.9 percent of NAF proceedings, while achieving a successful outcome only 64 percent of the time with eResolution and only 59.1 percent of the time with CPR.

Based on the correlation between successful outcomes for complainants and selection of dispute resolution services, it seems probable that the likelihood of success plays a role in which provider is chosen. This has raised serious concerns over potential bias on the part of providers and has prompted some commentators to allege that service providers deliberately assign the panelists they believe are most likely to rule in favor of complainants.

The UDRP vs. The Legal Establishment

While the UDRP has been used to resolve a significant number of domain name disputes, the abuse of domain name registration by so-called cybersquatters remains a significant problem. One major obstacle for the UDRP is finding a way to overcome the differences in laws among countries. For example, one of the primary roadblocks for increased protection for the names of geographic locations is that countries would have to harmonize how they protect geographic location names before sweeping reforms could be made to protect these names. Similar problems arise in seeking to protect the names
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of famous individuals, political figures, and groups of people as the international legal framework is far less developed for this area than it is for the protection of trademarks.\(^{40}\)

Domain name disputes remain a relatively novel concept for the court systems of most countries. In fact, most countries have yet to have a domain name dispute heard in their courts.\(^{41}\) Despite the international characteristics of the Internet, courts in most countries have not had any difficulty asserting jurisdiction over domain name disputes, even when the domains are held by non-residents outside the country.\(^{42}\) Enforcing these decisions however, has proven more difficult.\(^{43}\) With 80 percent of the world's domain names registered in the United States, which is also home to the majority of the world's cybersquaters, most foreign court decisions on domain name disputes have proven to be unenforceable.\(^{44}\) These factors have combined to make obtaining the resolution of domain disputes an expensive proposition for foreign mark owners.\(^{45}\)

Along similar lines, the role of the UDRP in resolving domain name disputes brought in American courts came to the forefront in *Weber-Stephen Products Co. v. Armitage Hardware and Building Supply, Inc.*, as the U.S. District Court for the Northern District of Illinois became the first U.S. court to consider the legal affect of UDRP decisions in American courts.\(^{46}\) The plaintiff, the manufacturer of Weber Grills, initiated a UDRP proceeding against Armitage regarding several domain names and then filed a
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lawsuit claiming cyberpiracy and trademark infringement the next day. The court ultimately stayed the case pending the outcome of the UDRP proceeding, finding that it would not be bound by a UDRP panel decision. The court based its opinion on the ICANN policy and language in an e-mail to the domain name holder from WIPO stating that UDRP panel decisions are not binding on courts, although a court may give the decision whatever weight it deems appropriate. Although the court held that neither the UDRP nor its governing rules dictate what weight courts should give a panel's decision, the court declined to determine the exact standard by which it might ultimately review the result of a UDRP proceeding, and what, if any, deference a panel decision would be entitled to.

Challenges and Changes: Key Issues for the Future of the UDRP

As the new .info and .biz top level domains prepare to go on-line reform and modification of the UDRP has become the focus of much debate. Internet domain registrars will be using a modified version of the UDRP to settle disputes over these new domains. NueLevel, the administrator of the .biz domain and Afilias, administrator of the .info domain are currently processing applications for these new domains. While administrators have modified the UDRP in search of the best method for resolving disputes over these domains, controversy has arisen over how the .biz domains will be
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distributed. A lawsuit has been filed alleging that NueLevel's methods for determining who gets a domain name when several applicants seek the same name constitutes an illegal lottery. Under the NueLevel policy, if several applicants seek the same name a winner is randomly chosen at the end of the interim period in which applicants are allowed to pay a fee to reserve the rights to a name. Applicants can submit multiple entries to increase their chances of winning, but they are not informed of their chances for success. The challengers of this policy claim that this method represents an illegal lottery because "applicants who are not awarded the addresses they apply for will not get their money back."

The controversy over the .biz procedures highlights problems with one alternative to the current UDRP, but this is far from the only alternative to the policy's present incarnation. ICANN itself is looking at possible modifications aimed at improving the UDRP's ability to arbitrate disputes over domain names that infringe on personal names, trade names, or geographical locations. Calls for change to existing policies and procedures have not been limited to the UDRP, with members of the Internet community pushing for more influence over ICANN and a greater voice for their concerns in ICANN decisions.

A final key issue for the future of the UDRP will be how the policy and those who apply and administer it adapt to new issues as they arise with new advances in
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technology. If the UDRP cannot be adapted to respond to new problems, then it will cease to be a viable long-term solution to resolving trademark-based domain name disputes. For example, the UDRP has had difficulty dealing with the relatively new concept of reverse domain name hijacking, which the policy defines as "using the Policy in bad faith to attempt to deprive a registered domain name holder of a domain name."  

In *Glimcher University Mall v. GNO, Inc* the NAF panel refused to consider a respondent's charges of "reverse domain name hijacking" after the complaint had been withdrawn, holding that a "decision on reverse domain name hijacking is to be made in conjunction with a decision on the merits of a complaint."  This decision seems to significantly limit when a respondent can make a reverse domain name hijacking claim and provides further evidence of the UDRP's inability to adapt to problems outside the lines of traditional cybersquatting.  

**Conclusion**

While the goals and methods of the UDRP appear to be straightforward, a number of complex issues have come to light as the UDRP becomes entrenched as a force for resolving domain name disputes. As critics clamor for changes to current policies they perceive as inequitable, countries are grappling with the impact of UDRP panel decisions and policies on their court systems. While these events unfold domain name disputes continue to take on new characteristics and become more complex, all but requiring
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modifications to the current policy if the UDRP is to remain a functional system for
dispute resolution. This note examines each of these issues, discussing the merits and
problems of the current system and identifying key issues the UDRP must deal with to
remain viable for the future.