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PROCEEDINGS

MR. MARTIN: The Secretary's schedule this morning
is not quite as pressured as I had understood it might be, with
the result that he will be with us for something on the order
of 45 or 50 minutes.

Accordingiy, I think it might be useful, while we
have him here, to try to develop some degree of interchange
with him.

A number of gquestions came up yesterday which I
sensed,in talking to some of you, you would be interasted in
getting his resaction or views in order to provide a little
focus for this, since we are blessed with the presence this
morning of Arthur Hess, the Deputy Commissioner of the Social
Security Administration.

Art has said that he would be willing to give a
brief description of one of the problems which we devotad some
time to yesterday, the problem of the social security number as
an identifier which, as I explained yesterday, is one -- not
by any means the only, but one -- of the issues with respect to
which this committe= has got to help us form a policy posture.

And you have had the opportunity to read the report
of the Social Security Number Task Force, and I tried a little
bit to give the feeling of the context in which this issue arose
yasterday, but I think it would be helpful if you werz2 able to

hear directly from Arthur Hess.













1| were to become a universal identifier, this adjudication of

2| the standards and criteria should rest someplace else I think

3|l is a very important question, both from a public point of view
4\l as well as a particular concern to the administrators of the

5! program whers many of these issues will turn out o be extran-
6|l eous to the primary concerns of the program.

7 MR. GALLATI: I think one of the grave dangers in-

8| volved in this whols concept of using the social security num-
?| ber is that you are basing identification upon a name and a

10|| number. And as we know, this is a very, very treacherous area.
11|, There is only one way to truly identify anybody, and that is

12 || through fingerprints. And until you tie in your social security
13| number and your name with fingerprints, you are never going to
14|l be able to do anything but say, "This name and this number are
15|| associated." But the fact that I claim to have that name or
16| that number, I may or may not be tha same person. You will

17| never be able to determine, at the Social Security Administra-
18| tion or anyplace else, the validity of this claim.

19 And it seems to me, as I mentioned here yesterday,
20| the only way you can get to this point where we can use this
21| number across the board is to tie i+ in with fingerprinting

22 || in som2 way, which means as a matter of fact you are going to
23|l have a universal number, and universal fingerprinting ulti-

24 || mately.

Federal Reporters, Inc. . . ..
25 That is the only answer in my opinion.
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MR. GENTILE: I don't necessarily agree with that.

I think we must test each of the recommendations this committee
comes up with for public acceptance as well as technological
acceptance and a number of other acceptances. And I don't
really think our culture is quite ready to have fingerprints on
every person in the country.

I think we can get a sufficient degree of assurance
and credibility in the social security number and parts of the
name, as has been recommended by ANSI.

I think the positive control could be established in
the longer run by assigning this number at bifth.

I have a gquestion to Mr. Hess or to any of the group.
That is, assuming that HR-1 finally is enacted into law and
the family assistance plan proceeds, is there any consideration
in the Department to use any number other than the social
security number, or is this a premature gquestion?

MR. HESS: No, I don't think it's premature. I_thinﬁ
all of the Congressional hearings of HR-1l is predicated on the
fact that the social security number will be the common iden-
tifier for all beneficiaries and recipients of payments under
various public programs.

And we are, as a matter of fact, going ahead right
now with the social rehabilitation service and the state
agencies in many of the states planning for the enumeration of

welfare recipients.
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We are going through right now a final enumeration
of what we call our secondary beneficiaries. You may know that
many of the widows and children who receive payments under
Social Security now don't get them under a personal account
number. They get them under the account number of the wage
earner who earned the credits. And we are moving in the direc-
tion of having everyone have a unique personal social security
number.

Now, the point Mr. Gallati made is that we have a
lot of tightening up to do, but it technically can be done so
that we can say that this number was issued to an individual whd
has these and these characteristics: this name, this date of
birth, this mother's maiden name, this place of birth. And
it is not likely that two numbers can be issued to an in-
dividual who has that same set of characteristics.

The question, though, is that we can never guarantee
that the bearer of that card is the person to whom the number
was issued. And in our claims process and in the welfare
claims process, the bearer of that card will have to present
enough identifying information, birth certificate or otherwise.
So there is a good chance in the claims process the number
continues to be associated with the individual to whom it was
issued.

To have an airtight system, for example, there is a

lot of concern now in the Immigration and Naturalization Servicq,
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1|| will be extrapolated further, and so on. I don't know what

2| recommendations we will make, but it is certainly an open

3| guestion and I think it should remain open for some time as to
4| whether we believe that the strength should be extrapolated or
5] not,

6 I would just like to remark and say as short a time
7!l as 35 years ago, which is well within memory of many of us here
8| except, of course, the ladies, that it would have been unthink-
9| able to pose the proposition that there would be a permanent

10| draft in the United States. Now this has become essentially

11|l accepted by at least large segments of the population.

12 And similarly, your remark about the dog tag issue,

13i which I remember at the time social security was introduced,
14| and now we have slowly drifted -- and it is a drift -- into

15i| accepting the social security number as becoming more and more
16|l nearly a universal identifier. Perhaps that should be reversed.
17 I don't know what the position of this commission wil
18! be, but in any case it should be an open question. That's one
19 thing.

20 The other thing is that we see, of course, that the
21|l drive toward a universal identifier of some kind is dictated to
22|l @ large extent by technological -- I put it in quotes --

27 "technological" progress. It is the technology, the machines,
04| that seem to seduce us into that kind of a posture.

Federal R Inc. .
edera wmww';% I just want to make sure that the Secretary
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understands that not even the major part of our task is to look
at the question of universal identifier, but the whole question
of data banks, record-keeping on individuals, transferability
of records, and all the other things that the Secretary men-
tioned in his talk to us just a few minutes ago.

MR. HESS: If I could just make one more remark in
response to this observation, I think we are being swept by the
tide of events. And one of the purposes of this committee, I'm
sure, is to give us a forum and a focal point around which we
can have a moment to pause and call a halt to, not the events
themselves, but the policy considerations or lack of policy
considerations that sometimes is associated with these events,
and see what the ultimate implications might be.

And I think you are right; that is a legitimate
question. I did not mean to suggest that we were at the point
now where, as a matter of policy or even inevitably the social
security number is to be the universal identifier, or even
whether there is to be a universal identifier.

I think the Federal policy at this point is that the
social security number -- and this is what I should have made
clear when I responded to you, John -- is to be used as the
common identifier for payment control purposes, for all those
programs which are essentially Federal benefit payment programs
And most of the rest, of course, then is a corollary issue.

MR. WEIZENBAUM: 1I'm glad you used the phrase "tide
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let us say, in vocational rehabilitation. The very function
carried out by psychologists, psychiatrists, probation officers,
requires information.

The questions really are: Shall these separate
pockets of information be tied together, or shall we prevent
that if we can? Or if they are tied together for some purposes
can we prevent their being accessible for other purposes?

Now, there is a side of the process of automated
personal data compilation that may offer an opportunity for
building in safeguards that are not available in manual files.
It is at least the characteristic of tape that you can't meet
it by looking at it. It is possible, therefore, to technically/
build blocks into the process of access or to require keys
that may be actually capable of much more effective protection
than the kinds of protection that are possible for personal
files in manual form.

At any rate, the kind of inquiry that we would like
to see you pursue would follow this out further into questions
like: Are we talking about the possible need for actual blocks
on the process of linkage among files? That is, should we
anticipate the need for preventing the files from being tied
together? Or should we think in terms of reliance upon means
of blocking access? And if the latter, then who should have
access? What purposes sufficiently justify it? And so on.

MR, DOBBS: Mr. Secretary, if I might sort of play
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devil's advocate for a moment, there was part of what you said
that disturbed me in the sense of our continual easy acceptance
of the notion that in fact rational people, given more and com-
plete and better "information," will in fact behave and make
more rational decisions.

I guess the experience that I have had with automated
systems over the last several years in no way, for me, validateg
that presumption. And in fact, I would argue -- and I think I
could find some support for the thesis -- that as we have
attempted and tried to offer more and more capability, the
"abuses" that may have resulted from the application of auto-
mated technology have come much more from our lack of under-
standing about how people really use information than from any
deliberate attempt in some way to manipualate or use it in a
harmful way. |

So I guess I have some concern about the presumption
per se that the collection of information may in fact put us
in a position to offer better services, toin fact reach more
people, deliver the services better in the sense that I think
you describe them.

I have a feeling that in fact in many situations we
are already at the point of information overload. That may be
a question of poor technological input and poor design, but

I thought I would express that concern.

SECRETARY RICHARDSON: Let me say I wouldn't disagre?
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1| with anything you've said, but I would simply point out the

2| kind of problem that we are asking you to consider, however, is
3| a problem generated by tendencies that I think are very‘visible
4 and which will tend to move in the directions of their present
5| momentum unless very deliberately checked as the result of

6| recommendations coming from this committee and those who, folloy-
7| ing it, agree with those recommendations.

8 What I have tried to make clear is if you are con-

?|! cered with "helping," the recognition that it would be useful
10|| to have information about an individual that has been generated
11| by other points of contact with the individual through the wholg
12| structure of social agencies is a very natural feeling on the
13| part of the helping professional.

14 And further, the awareness that you are going through
15| a burdensome process perhaps on the individual himself or her-
16| self in seeking to elicit each time such a contact occurs. A

17| lot of information that the individual has previously furnished|
18| perhaps many times, contributes also to a feeling that there

19| ought to be some way of getting this without having to develop
20|| another personal history.

21 And so it is the combination of this kind of thing,
22 | coupled further with the awareness that the computer can handle
23| it, that leads to the awareness that we are moving in a direc-
24. tion that could well, unless we see reasons to the contrary,

'deral Reporters, Inc. .
25l develop this kind of centralized data system; and which then
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once developed allowed all kinds of people to plug into it
whom we might not want to have plug into it.

And what I said was in effect we need, in addition
to your consideration of the problem of the social security
number, the question of how its use should be expanded, if at
all, modified, safeguarded, the question of the problems of
identification and whether there should be or should not be
a universal identifer. And by that process you get to the
questions of whether or not, as a matter of policy, deliberate
restraint should be adopted with respect to the compilation of
data in centralized form or not.

I remember meeting Mr. Gallati and some of his
fellow experts in the field of organized crime a couple of years
ago where the realization that it was desirable to centralize
information about organized crime was pointed up by the fact
that there were, in the case of one notorious individual in
New York State, something like 42 different files about this
same individual, all of which contained more or less similar
information.

And the problem there is we ought to put this to-
gether, and it ought to be more readily accessible, and it ought
to be accessible in ways that help to point out correlations
between the activities of this individual in the infiltration
of this or that, or take over that kind of business, and so on.

So as a matter of convenience of administration,
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there are somewhat similar considerations underlying the com-
pilation of information for other purposes. It will tend to
happen unless there are reasons to the contrary. And if it
does happen because there aren't reasons to the contrary, there
may still be reasons why access should be controlled, and so on.

I don't mean to sound as if I had any answers. I
don't have any clear views.

MR. BAGLEY: There's an interesting hesitancy here --
I didn't mean to interrupt you -- on the part of a lot of the
members not to accept the fact that there are all these data
banks, if you will, that the facts of life are as they are, thaJ
we have a social security number, that HR-1 will use the Social
Security Administration not just as a payment tool but as an
enforcement tool. It is obvious that it ought to be used.

And somewhere along the line -~ hopefully by the
end of the day -- let's recognize what the facts of life are --
and I am really thinking of your comments, too, sir -- and then
start in talking about the protective mechanisms. I think that
is where we have to head. We are not going to sit around here
and change the world.

MR. DOBBS: I think you are right, Bill. Part of
the thing that continuously worries me is that one of the pro-
tective measures is a matter of attitude about information and
what it means. That's fundamental. And we must deal with the

problem, that it is in fact easy to collect and aggregate it.
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And that's how we've gotten into the box we are in. But we
should not necessarily continue to assume that that convenience
in fact conveys something with it other than just convenience,
and that in fact we may be paying a severe price for it in many
other ways.

You know, I did not want to not face the reality. I
agree with you it's there.

MR. ALLEN: To generalize Guy's suggestion, there
may be other points at which we may want to have presumptions
about whether or not to extend. And the direction that you
were suggesting of having the presumption against the linkage,
against the generation, against the collection, unless there is
clearly articulated good reasons why to do it, may be a direc-
tion.

MR. DAVEY: I would like to add just a note of
cautious optimism. I have been involved with large files in the
private sector, and I believe that by doing things in advance,
setting up the rules in advance, it is indeed possible to come
up with systems which are worthwhile and give the type of inf§r~
mation and provide the safeguards necessary.

Where I have had my experience is in large files,
and we are talking about massive files. Perhaps it is more
difficult, but I don't believe so. I think that by setting up
proper guidelines it is possible to do things and to get the

kinds of things out of the systems that you want to get out of
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systems.

Now, coming to another point with regard to the
social security number, I believe that again we have got the
official use of the number and the unofficial use of the number
and I think there should be a very great distinction as to the
use of these numbers in either the official or the unofficial
sense.

Now, as one in industry who has used the social
security number in an unofficial capacity and of essentially
piggy-backed on that, it has been very helpful. But the helpful
is not from the fact it is tied with the Social Security Admin-
istration or anything else. It is helpful from the standpoint
that it is known by the people, that it's another identifier
which is commonly available to them.

I think that I want to again express my cautious
optimism that I think some things can come out of these things'
and systems can be built and devised that will meet the objec-
tives people have in mind. I've seen it happen.

MR. GALLATI: I would like to pick up on that just
a moment, if I may.

It seems to me the basic problem we are wrestling
with is the individual per se and his liberties and freedoms
and his frustrations. And I think what necessarily will be a
problem in this and all other types of information systems of

a large capacity is the fact that the individual feels helpless
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for this purpose, and whether there's lots of data floating
around all over the Federal government, State government or

local government, I will only release so much data to you," or

the control of the individual. I think this is the problem, theg
fundamental problem, that is provided for by universality of
record-keeping through linkages of universal numbers, and so on.

MR. BAGLEY: Maybe the individual ought to know who
is looking, just the simple entry.

MR. GALLATI: Precisely. Who is looking, why he is
looking, and what information I want to give him.

MR. BAGLEY: If you are looking at my records, I
want to know, particularly if I get anywhere near New York.

MR. WARE: Bob, that's a rather extreme view. Here'sg
a less extreme one.

The public data banks have positive value to society.
And you're running one, for example, that has positive value to
socie;y. What society gives up in exchange for that reward is 3
certain element of its privacy or certain element of its freedom
or certain willingness to have data about itself circulate.
That's the exchange. And the real‘issue is where do you control
that trade-off.

MR. SIEMILLER: This seems to be what Senator Ervin
is talking about all the time in his hearings he's holding, the

request for data that he personally can see no earthly use for,
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limiting the things that we look at very soon, we are never
going to finish up.

I think that it would be well worth our while to
kind of take our 360 degree vision and kind of narrow it down
to the things you'd like to see as an output of this group,
what would you see, and what the timing is. Perhaps you could
restructure this in what would be most helpful from you. Do
you want a l0-page summary? Do you want a l-page summary? Do
you want a 300-page summary? We can go forever if we kind of
get carried away on things.

And one of the things that concerns me is that
without some type of real structure on this thing we will just
meet and have pleasant times together but end up without any
real output.

SECRETARY RICHARDSON: Well, I think the point is
well taken, but I will resist the impulse to be fully responsivq.

(Laughter.)

I cant and shouldn't, it seems to me at this junctureg,
go beyond the charter of the committee which you all have. We
would like you to spend some additional time beyond even the
day-and-a-half you have already spent discussing and exploring
the ramifications of these issues. And having done that, then
decide among yourselves what seems like a rational plan of work
aiming toward a deadline of some time in December.

As to the report, all I can say is what Lincoln said
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of our internal policies that we have, as well as any advice I
could give you as to some of our experience in this area as
a department and as government-wide, for that matter.

I was very interested in the comments about the
social security survey questionnaire that you brought up, Roy,
and in particular the one that Senator Ervin is very much in-
terested in, because that is a very good example of where we
do have some fairly good controls in the Department already in
existence, and is an area that there is legislation which has
been on the books since 1942 that controls such activities.

I don't know whether you have brought this up yet in
your particular discussions, but the Federal Reports Clearance
Act of 1942 was the first piece of legislation that I know of
that attempted to address some of the problems of collection
and control of information within the Department. And you
should dig in, I think, very deeply into it, what it has been
able to do in the 30 years or so that it has been an the books,(
and what some of the particular problems with it are.

I have in ;he Department the responsibility for the
implementation and the running of that aspect of the legislatioj
as well as the Department's responsibility for internal data
systems as far as policies are concerned. And the aspect of
it that I think interests you is through the Federal Reports
Clearance Act. Every request for information for more than ten

individuals has to be individually approved by the Office of
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Management and Budget, and there is a very elaborate machinery
within the government which reviews case by case everyone of
these surveys. And the particular one that you brought up that
was run by the Social Security Administration did go through
this clearance procedure.

Now, the original intent of the Federal Reports

Clearance Act was to cut down and to reduce the burden on indus-

was that intent that brought it into being and got it passed.
The various groups in industry felt they were being burdened

by multiple requests from the Fedeml Government for information
about their financial activities.

The intent of the law, although it w;s that, has
very much given us a control mechanism to review the surveys,
not only for duplication and for cutting down the burden on re-
spondents, but also allows us to provide those kinds of guide-
lines internally that we want to look at the kinds of informa-
tion that we are collecting, and to provide some internal con-
trols within the Department and other Federal agencies to pro-
hibit or restrict or control the collection of information.

We have used it very effectively this way. Although
we have Department-wide guidelines that are fairly general, each
one of our agencies and programs has very specific guidelines ad
to the kinds of information. And they have to justify on a case

by-case basis the reason for the collection of the information
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and the true need for it.

And the particular one you mentioned, it did come
under very, very rough scrutiny at the Department level as to
whether indeed, from the standpoint of good research, good
design, good evaluation design, were these guestions relevant,
were they necessary.

And I think Arthur's comment is very relevant. We
don't do a very good job in our PR work to explain the reasons
for many of these kinds of questions. And we, from a manage-
ment standpoint, have a very difficult time sometimes -- and fogx
those social scientists in our midst I'll direct this to them
-- of convincing the researchers that there must be some trade-

off in the kind of feasibility as to what we can do as a perfect

v

design, a perfect control mechanism, or something.

So there is always a meeting of the minds when we
have to decide upon these things as to whether it is indeed
necessary, and the kinds of information that we run into and
the probiems of sensitivity of collection of information is

very great when you look at the Department and its wide range

-

of activities and especially in the research arena, in the menta
health arena, in the family planning arena, et cetera. You
can see some of the problems we get into in invasions of privac%
confidentiality, all the way across the board, including re-
ligious affiliation, political affiliation. And these types of

things come under very, very close scrutiny in the Department.
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Now, I will close on this comment:

Although I think we do a fairly good job in control-
ling the input into the systems -- and again we are talking
about not only those things that the Federal Government collectsg
under this act, but this act also requires a clearance of the
contractor and the grantees that are operating in our behalf,
although it doesn't cover the individual organizations that
have broad responsibilities acting as our agent. Those that
are specifically directed by us that would go out on a survey
and say, "I am doing this on behalf of the Federal Government,"
and consequently would use the Federal Government as a vehicle
for the excuse of collection, it does cover those types of
activities.

Although we have pretty good controls on that, the
place where we are really in trouble -- and I am working very
hard on it -- is once that information gets within the mechanis#
that collects it, we don't do a very good job on the internal
controls within our data systems for the continued protection
of this. Many times we give pledges of confidentiality, and
in some places in the Department -- although we are fast trying
to track these down -- these pledges are not backed up by a mecht
anism to see, for the next five years, the manipulation and
control of this data is controlled. Although in some areas,

such as social security, such as our vital statistics at the

National Center of Health Statistics, we have excellent internaﬂ
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mechanisms. But although the control aspect is pretty good, I
can't tell you that we have done as well with our internal data
mechahisms.

So that is kind of the background. I would be glad
to come back ané go into more detail as to how we work on it in
your deliberations in the next few months.

MR. MARTIN: Tom, let me ask you one question which
arose out of a number of comments that were made yesterday.

Several people commented yesterday that one has the
impression of the Federal Government generally, and perhaps
with no exception at least, if not particularly, in the case of
HEW, that enormous amounts of information ére sought, are ob-
tained in connection withthe operation of programs, often re-
dundantly but most significantly often with no sense of what
happens to it, what use is made of it.

Is the Federal Reports Clearing Act process intended

| to provide a process for getting at that, assuming you agree

with the observation, which you may not?

MR. McFEE: I think the observation is generally
wrapped up in what Arthur said about the public relations job.
'Generally, the machinery I think does a fairly good job to de-
termine that information that is collected is indeed needed in
some way, either in the actual operation of the program or in
particular evaluations and particular research aspects of the

success of the program, et cetera.
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That is a voluntary actual type of information. And legally,
the Social Security Administration could not deny the issuance
of a card or the issuance of benefit payments if one refused to
provide that kind of information.

Now, we don't always do a good job of the PR aspect
of it to make sure that we have gone out of our way to inform
people that this is not necessarily the case, it is voluntary.

MR. WEIZENBAUM: I think it has to be said that it's
not an entirely public relations question in the sense indicated

by the initials "PR." I think what has happened quite generally

for a large number of reasons is that people in large measure no

longer trust the government in a very important sense, and es-

pecially people who feel themselves to be utterly dependent on

the government, for example pensioners and people of that kind. |

A simple statement to the effect that you are free
not to give this information or no action will be taken against
you, and so on, that in itself sounds threatening. And in view
of the large number of promises that the government has already
broken, or is perceived to have broken to the people -~ for
example, again coming back to the very initialization of social
security, that is the dog tag issue, which says on your social
security card, "This number is not to be used for identificatior
and in fact it is, and it is increasingly so used, and so on.

I think it's misleading to label it a PR issue. It

is embedded in a much, much larger issue that it seems to me th?
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programs, And I am wondering if that has been the subject of
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In large urban areas we've got data that show that
in many places over 50 percent of the people have been subjects
of interviews two or more times in their lives. And to the
extent that we value survey instruments as a way to gain self-

knowledge about society, then there is a public interest at stak

researchers, whether from the private sector or public sector.
I think this kind of effort is extremely important.
The question I have is going back to your role in
the internal data systems. There is a presumption in much that
is written and much that is said that there would be tremendous
benefits gained by the use within the Social Security Adminis-

tration of a common identifier that would apply across all

careful analysis in any way or whether the efficiency or in-
efficiency of whatever system exists today has been the subject
of careful analysis, or is this an assumption that simply seems
logical and therefore is often made.

MR. McFEE: I don't quite understand the question,
whether we have internally within the Department from a technica
standpoint made any analysis of the benefits within the Depart-
ment to a universal identifier within the Department.

MR. BURGESS: Yes, in terms of data management,
accounting, program accounting, evaluation.

MR. McCFEE: Let me say this. From the internal

e

1




10
11
12
13
14
15
16
17
18
19
20
21
22
23
24

:deral Reporters, Inc.

25

part of our operations are of a statistical nature where we do

50

aspects of the Department, the common identifier is less of a
problem than you might think, because of the fact that the
majority of our Department operations do not get involved in
the collection of data about individuals.

We do collect a great amount of information about
institutions, organizations, State and local government arrange-
ments. And the use of a common identifier has come to the point
in the Department where it is far more important to go to what

we call the vender number, and we do have acommon identifier

of venders. These are people that we deal with -- organizationd,

et cetera.

And we do not use the social security number as the
identifier across the Department in our dealings with institu-
tions. We do use it as the identifier for individuals when we
deal with individuals. So we have a common what we call vender
code for the Department.

Now, we have not spent that much time concerned with

the internal workings of a personal identifier, because the lardg

not get down to the individual.

MR. BURGESS: What about the service delivery side?
Have studies been done on that?

MR. McFEE: Most of those are done in state and
local governments where the actual information about the par-

ticular recipient of a program never reaches Washington but is
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MISS COX: Seriously, I would like to know what is
meant by a statistical data bank. As far as I am concerned,
there is no justification for a statistical data bank.

MR. WARE: Reduced data, histograms.

MISS COX: Every bit of data that goes into a data
bank must be justified by the need for it and theneed is for
some health or education or welfare program. You don't collect
data for statistics.

MR. WARE: The only point I wanted to make was
to get this fellow off the kick that the name-search data bank
was the only risky one.

MR. DeWEESE: I didn't mean that.

MR. WARE: I know you didn't, but I wanted to clarify
that point.

MR. DOBBS: Can we get back to the notion of this
structure which for me is very helpful. I would add some thing#
and perhaps detract some things, but maybe the question to ask
is whether this is sufficient right now for us to get to some
of the next steps which may be either identifying some addi-
tional resources or identifying some 6rganizations of people
that have some strong feelings about what ought to be added to
or withdrawn, or whether that structure is --

MR. WARE: Guy, were you part of the creation pro-
cess?

MR. DOBBS: Partially.
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on these various objective areas, and given that we can find thd
status and we can identify perhaps at the next meeting what the
chairman has appointed to make specific assignments on areas
which do need further work.

In other words, we were talking last night, Nancy
and I, about something called the Russell Sage foundation Report
which is a fairly extensive thing in the area of education and
may have broader application. Until we have looked at some
things like the Russell Sage Report and the ACM materials on
guidelines, then I don't really know that we can make specific
assignments. We have got the HEW staff who can pull together a
lot of these things.

MR. WARE: If we don't make some assignments, then I
don't see why we picked the next meeting date.

MR. IMPARA: May 1 address that, too. We can make
specific assignments to HEW to bring together certain material
which can be transmitted to us either in summary form or in
aggregate form so that we can come here with some specific ideas
about where we can fit some of our ideas of where the gaps are
at the next meeting, so that a chairman when he is appointed can
make specific assignments to us.

MISS KLEEMAN: I might point out we did develop a pre
liminary list of approximately 45 or 50 different efforts that
have either been concluded, for example the Russell Sage ele-

mentary and secondary pupil records project, or some that are
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still going on, and Russell Sage is doing higher education
guidelines, and tried to abstract some of those, and I think
wnat we need from some of you is -- for example, from you,
Willis, an abstract of some of the security work that you know
has been completed so that we know that's an area that there
has been substantial work done, and to somehow come back with
all of that.

I think the first order of business for us as a
staff is to gather those things and decide what you all want to
see in complete form and what you want to see abstracted.

MR. WEIZENBAUM: I enjoy reading reports occasionally

liowever, they usually don't show the burrs and the scars and so
on. I would very much like to see by the next meeting, if
that's possible, as large and complete a list of existing
automatic personal data systems in HEW, and I would like to have
some gquestions answered about them by next time, for examnle,
to what extent they do communicate with one another and what
the basis of the communication is. Is it, for example, name or
is it social security number, or what other identifiers, and so
on? I would like to see that.

In addition, I am profoundly convinced that when one
looks at a more or less glowing report about the operation of a
particular data system, let's say in Oklahoma or perhaps in
Florida, if one points just a little bit, one usually discovers

a few scars and burrs, and so on and so forth.
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either people who within the committee could supply for the
rest of the committee information about data practices in those
worlds and/or wouid know what the most effective way to get
information about those worlds is.

Now, what I seem to be hearing, and maybe it's just
because nobody is prepared to undertake it themselves or we
haven't gotten down to the nitty-gritty of very specific kind of
instruction to the staff, is saying, "Well, can HEW do that,"
and the answer to that is, "I don't know." I don't know
whether HEW could do that. I know a little in response to
Arthur because we have been working in that area, and I have
some sense of what the limits and capabilities are and what
time scale of providing very detailed information about -- you
are not really talking about the leaks, Arthur. You are talking
about the possibility of leaks, insofar as leaks are protected
against by statutes, regulations, pieces of guidance, instruc-
tions. And none of that would tell you what the behavior of
people may be.

MR. MILLER: That is right.

MR. MARTIN: Which isn't going to be reflected in
any of that, and you won't know anything about leaks from look-
ing at all of this, which isn't to say you shouldn't look at
this, and I think we can do something.

I am not sure what we can commit ourselves to to

give you a detailed, factual understanding about HEW systems
































































































