Mobile Payments: The Challenge of Protecting Consumers and Innovation
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The ubiquity of mobile phones has long promised to spell the success of mobile payment platforms—a world in which the phone is a universal currency and no one needs plastic. While such predictions have proven mostly fruitless in the past, there is increasing evidence that the next few years may bring a fundamental shift towards mobile payment systems. A recent market study predicts that the worldwide mobile payments market will grow to $633.4 billion and 490 million users by 2014, up from $68.7 billion and 81.3 million users in 2009.1 Over the last several months, a diverse group of companies have generated news about their plans in the mobile payments market: Verizon, AT&T and T-Mobile announced their coordination on a new mobile payments network, Google is reportedly working on a mobile payment service, and PayPal is increasing its focus on the mobile platform, among other developments.2

Along with the hype accompanying this trend, some caution may be warranted. The shift to mobile payments has enormous implications for privacy, as unregulated entities, or businesses traditionally regulated under some other sectoral scheme, such as telecommu-
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nizations, will have access to increasing amounts of financial and transactional data once only held by banks and transaction processors. Just a few years ago, mobile carriers were using telephone numbers as both identifier and authenticator for access to voicemail. Obviously, a different level of care will have to be applied to reduce opportunities for fraud that can endanger the solvency and trust in a payment system. Recent concerns that iPhone and iPad applications are leaking users’ personal information to advertisers without consumer consent4 suggests that mobile payment systems transferring sensitive payment data might be similarly susceptible to privacy breaches. The lack of industry standards and the rapid pace of technological change in mobile payment services also present consumer protection issues.4 In addition, regulators charged with overseeing mobile payment platforms face the challenge of identifying a framework that effectively regulates non-bank entities—ones without the culture or deep experience with security found in other sectors—that are nevertheless offering financial services bordering on those provided by traditional banking institutions.

Despite these issues, the emergence of mobile payments promises substantial benefits for consumers. In the developed world, where the market for mobile telephony is mature, mobile payment systems have the potential to upset the existing balance between merchants and payment companies and provide new conveniences to consumers. For instance, m-payments may give merchants more ability to interact directly with the consumer, through in-store promotions and rewards that are delivered directly to the mobile device. Existing credit card rules disintermediate the consumer and merchant, causing merchants to have to engage in awkward contrivances in order to identify their own consumers. In developing countries, the explosive growth of mobile payment systems demonstrates the potential for such systems to transition unbanked and poor communities into mainstream financial services. M-PESA, the mobile payments platform operated by Kenya’s largest mobile network operator, has attracted over 13 million customers since its launch in 2007, almost fifty percent of the country’s adult population.5

The central policy challenge: ensuring an adequate level of consumer safeguards while allowing for experimentation and innovation in a burgeoning industry. This was the topic of a recent conference that we helped organize with colleagues from the University of Washington School of Law entitled, “Mobile Payments: Global Markets, Empowered Consumers and New Rules?”.7

discussed above is an example of such a decoupled platform. Safaricom, the mobile carrier operating the wildly successful service, issues electronic value which customers can transfer to other customers, redeem for cash, or use to make payments to merchants, while it holds matching-value assets in a pooled account at a regulated bank.\textsuperscript{12}

These different models have varying prospects for consumer adoption, which depend in part on the targeted user base. For example, in the United States, given the powerful position of financial institutions and the widespread use of credit cards, m-payment systems compete with traditional ways to process credit card payments. By contrast, in developing countries where many people lack access to traditional financial systems, m-payments have been introduced as a completely separate platform. Thus, in turning to the promises and challenges of m-payment systems, it is important to consider the interaction between the technology being introduced and the incumbent payment structure.

\textbf{Promises and Challenges of M-payment Systems}

In developed countries, m-payment systems promise several advantages over the traditional credit card acceptance process. Primarily, m-payment systems offer convenience for both consumers and merchants. With m-payment devices such as Square, more merchants will allow consumers to pay with credit cards. Contactless payment systems promise to enable customers to use their phones to pay at the point of sale, which could be widespread if NFC technology is included in handsets and mobile operating systems, and rolled out in merchant terminals. Furthermore, the growth of mobile payment systems may signal a shift towards a more comprehensive “mobile wallet” that eliminates the need for customers to carry cash, credit and debit cards, rewards cards, and coupons. Instead, mobile phones may act as an all-in-one device that consumers can use to pay merchants, receive discounts, and track expenditures.

For merchants, m-payments promise a more affordable means of completing sales. M-payment systems may streamline the payment process, although the gains in efficiency depend largely on the form of m-payment system that is used. M-payment services that act as a way to accept credit cards—such as Square and VeriFone’s competing PAYware system—offer a simpler and cheaper way to process payments by eliminating start-up costs and minimizing fees. This benefit is especially important for small businesses, which may have not acquired the traditional terminal required to process credit cards and don’t have the volume to endure monthly minimums for transactions.\textsuperscript{13} For example, Square co-founder Jack Dorsey estimates that of the roughly 30 million U.S. merchants who have less than 100,000 in revenue, only six million are processing credit cards.\textsuperscript{14} Thus, for the remaining twenty four million merchants, m-payment technologies may offer a low-cost solution to processing plastic.

If m-payment systems move away from credit cards and start to provide an entirely separate platform, the payment process will become even more efficient. By removing credit cards altogether, m-payment systems will allow consumers to make direct purchases from merchants, without the transaction costs involved in processing cards. Although such an independent m-payments system promises additional benefits, getting merchants and consumers to adopt such a model faces serious obstacles in the United States. Mobile carriers and financial services companies have historically taken significant steps to “lock-in” customers to their particular services. Given the powerful position of financial institutions, it will be especially difficult for m-payments to take hold as a separate payment system in the United States.\textsuperscript{15}

Even for less ambitious systems, there are additional challenges to launching any m-payment system. For example, those systems that rely on contactless technology face the initial obstacle of achieving widespread adoption of the underlying technology. While NFC-enabled devices are common in Japan and Europe, the technology is largely theoretical among consumers, card issuers, and merchants in the United States. To date, only 150,000 to 200,000 U.S. merchants have installed NFC readers to accept contactless payments from consumers.\textsuperscript{16}

More generally, successful introduction of any m-payments platform will require coordination between many different actors and a split of revenue from new fees that sufficiently incentivizes those actors. Needed cooperation and a “meeting of the minds” has been lacking to date. For example, carriers have historically charged exorbitant fees to process third party payments through consumers’ mobile phone bills. Analysts predict that the forty to fifty percent fees currently imposed for adding transactions to consumer bills would need to dramatically decrease if that particular mobile payment service is going to take off.\textsuperscript{17}

There are equally challenging obstacles on the demand side of the equation. Generally speaking, U.S. consumers are satisfied with their current payment options and seem perfectly content reaching for plastic to make payments.\textsuperscript{18} (A recent study shows that the younger “millennial generation” of 18-to-35 year olds are the age group most likely to drive mobile payment demand, which bodes well for the industry.)\textsuperscript{19}
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can consumers, paradoxically, expect high levels of service and rewards from their banks, and at the same time, dislike their banks. M-payments would have to surmount this inertia, perhaps by leveraging consumer distrust of banks, by offering a much better value proposition, or by a leap in convenience.\textsuperscript{20} Consumer adoption of contactless mobile payments will also require the roll-out of mobile devices equipped with NFC technology. That could happen relatively quickly given that the average consumer replaces his or her phone every eighteen months.\textsuperscript{21}

The barriers to implementing m-payment systems in developing countries appear to be less daunting. In countries with a significant population of consumers with no access to financial institutions and widespread mobile phone penetration, m-payments can provide a critical financial tool for consumers. Safaricom, the mobile carrier operating M-PESA, estimates that at least 50\% of current M-PESA users are unbanked. Moreover, by building an m-payment system on top of a ubiquitous and affordable technology—short message service (SMS) that allows texting—M-PESA has enjoyed meteoric success.

For users in developing countries, mobile payment systems offer several benefits over the alternative of hard currency. M-payment systems allow consumers to send small amounts of currency over long distances, without the risks of loss or theft that attend hard currency. Thomas Friedman has described how a payment system run by EKO India Financial Services is allowing low-wage Indian migrant workers living in rural areas with few bank branches to use their mobile phones and village kiosks to transfer funds between family members.\textsuperscript{22} Moreover, in countries where widely-used denominations of currency have a very low value, physically storing currency may be impractical. M-payments offer consumers a means of saving small amounts of cash.

Thus, while we may see some growth of the m-payment market in developed nations, its incubation and adolescence may very well occur in developing nations, which are underserved, but also not burdened by the cultural and technological infrastructures laid by existing payment technology.

**Consumer Protection Issues: Privacy and Security**

In addition to these obstacles to adoption, mobile payment systems raise privacy and security challenges that warrant serious consideration. As a rapidly growing technology, mobile payment services pose a particularly high risk of leaking users' personal information because the technology is evolving quickly and security risks are not fully understood. For example, the launch of Square was delayed in part because the underlying infrastructure needed to be strengthened in order to handle the risk of charge-backs and fraud.\textsuperscript{23}

While there are widely-accepted security standards for processing credit cards and transferring funds electronically, there is no specific security standard that governs the specific issues raised by m-payments. When the Payment Card Industry (PCI) Security Standards Council, which issues widely-followed security standards in the payments industry, recently released the second version of its PCI Data Security Standard (DSS), it gave no specific guidance on mobile payments.\textsuperscript{24} Shortly after the second PCI DSS was released, the Council released a statement noting that m-payment technology will be a “key focus” for 2011 and indicating that the Council will work towards a comprehensive examination of the mobile communication device and mobile payment application landscape in the near future.\textsuperscript{25} The lack of industry standards and rules for mobile payments presents a particular risk for merchants operating on thin margins. Mobile payments running on the credit card network might be processed as “card not present” (CNP) transactions, which would shift the liability of loss in more situations to the merchant.

Arguably, the lack of a uniform security standard may benefit consumers in the long run. With several actors competing for market share, companies are pushing to be seen as the industry leader on security. For example, VeriFone has suggested that the end-to-end encryption deployed in its PAYware mobile payment system is more secure than the common SSL encryption standard used by other mobile payment systems such as Square.\textsuperscript{26} However, although competition on security may push larger players towards more stringent protections, without a uniform standard, some companies may rush products to the market with scant attention to security.\textsuperscript{27}

In addition to the security of consumer information, these technologies also raise privacy concerns. Some new payment systems, such as PayPal and Google checkout, receive “Track 3” data (that is, an accounting of your actual purchase). In the mobile payments space, the issue of what data service providers should receive similarly merits attention in light of the lack of uniform standards governing the tracking of data beyond the purchase price and recipient of payment.

This concern is especially important given the evolving state of mobile disclosures and privacy policies. The small viewing screen of mobile devices poses a challenge in communicating a meaningful disclosure to consumers. For this reason, some commentators and industry groups have advocated shifting towards a model of “multilayered” disclosures on mobile phones that would provide a short initial notice that lays out the ba-
sic privacy standard. For example, TRUSTe, which operates the well-established online privacy seal program, has launched a mobile privacy certification program that utilizes a layered policy.

**Regulatory Frameworks: Striking the Right Balance**

Determining the appropriate response to the consumer protection issues raised by m-payments requires a consideration of the risks involved. In some cases, security and privacy issues may be adequately addressed by industry self-regulation and consumer education, while other concerns may warrant regulatory attention.

An initial challenge lies in determining how mobile platforms fit into the existing patchwork of U.S. laws and regulations governing the payments industry. Depending on the services offered by an m-payment provider, laws such as the Truth in Lending Act and the Electronic Fund Transfer Act (Regulation E) may apply. This question also raises the broader issue of what sort of regulatory framework properly addresses the financial risks to consumers posed by m-payments.

One possibility is to take a “hands-off” approach in order to allow the m-payments industry to blossom and experiment. Particularly in areas where adoption will be difficult, the threat of regulatory burdens may slow or even stop the launch of m-payment services. For example, Kenya has taken a light-touch regulatory framework, permitting nonbanks to operate m-payment platforms on an ad hoc basis through “no objection” letters and conditional approvals. By contrast, Scott Morris, General Counsel and Senior Vice President of Trilogy International, has reported that the imposition of some regulations in Haiti, such as the requirement that m-payment providers maintain a 100 percent reserve to secure funds in their system, has posed a serious challenge to implementing an alternative payment system.

However, putting responsibility for safeguards solely in the hands of industry self-regulation may mean that consumer risks go unaddressed. For example, basic issues such as transaction disputes and under-secured credit may be best handled by regulations that have the force of law. In addition, there may be some issues that private companies lack expertise in, such as money laundering and terrorist funding.

Implementing some consumer protection rules does not mean those regulations need to be inflexible. The European Union’s recent revision of the initial capital and ongoing funds required for m-payment companies highlight the need to closely monitor the m-payment landscape in order to ensure that regulations do not become an unacceptable barrier to entry for small companies. Given the dynamic nature of the industry, it would be prudent to regulate in a manner that is flexible, and can change with the evolving state of the m-payments market. In any case, ensuring robust cooperation between the public and private sector will be essential to striking the right regulatory balance.

**Concluding Thoughts**

In order to succeed, consumers will have to be convinced that m-payment systems are both sufficiently trustworthy and economically worthwhile. In developing countries, where the benefits of m-payment systems are obvious and security concerns minimized by the small amounts that are sent across the technology, m-payments have experienced enormous growth. For many consumers in the United States, however, the benefits over traditional payment systems are less visible at this point and the security concerns are more daunting. In particular, the current lack of a uniform security standard and the low rate of integration of contactless technologies by merchants pose major obstacles for m-payment systems.

Despite these challenges, the potential impact of m-payment systems on the U.S. market is clear. The same characteristics that raise concerns over m-payments also make the technology an exciting, promising venture, with the potential to change the landscape of consumer spending habits. Whether m-payments fulfill their considerable hype ultimately will depend in large part on the ability for government and industry participants to create a framework that appropriately aligns regulations with risk.
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